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INTRODUCTION
Today’s business cannot exist without information technologies. It is known that 70% of world national products depends on information, which stored in information systems [1]. Universal implementation of computers brought not only benefits but created also a problems and the most serious of them is a problem of information security. Providing of inside information security is a world’s problem.

I. PROBLEM OF INFORMATION LEAKAGES IN COMPANY
There is wide set of ant virus tools in security department of any company. There are protecting programs and other facilities against outside attacks. From the point of view of information protections many companies represented as a fortress, which surrounded of some perimeters of powerful walls. Despite all of this information are leaking. Often companies overlook the main dander. It is an inside illegal intruder, agent who pass all barriers of authorization and get unlimited access to corporative information on level of its competence. 

Collaborators of company allow majority of information leakage advisedly. Very often it is happened because of negligence and overflow of work. Many agents take a work at home because they want to stroke a problem in calm atmosphere. They send forward necessary information to personal e-mail, which can be bad, protected from outside crack.
The second important problem is absence of information control in management of company. Manager can give only oral instruction for sending forward information. Damage of this leakage is even more then negligence of staff. Strategic information, which can use manager usually, represents commercial value. According to statistic, the leakages happen in 96% of big companies and organizations, and majority of managers do not suspect it [2].

Besides mistakes of agents and managers, unsanctioned leakages can be also a result of malevolent actions. Fired collaborators usually take a client database, which can appeared at business rival later. Minority shareholders and sub partners of companies, which want to have own business in the same branch, steal often client’s databases. The most unusual way of organization of channel’s leakage is a smuggling in business rivals.
In the following figure the structure of information leakage channels is represented. 
II. DEVELOPMENT OF INFORMATION SECURITY POLITIC IN COMPANY
Providing of security consist on development of security politic. At first it is necessary to conduct an audit of information processes of company, to mark important information that must be protected. Audit of information processes must be finished by evaluation of confidential information position in company, areas where this information turns around, persons who consequence of this information loss. And only after this it is possible to start developing information security politic.

Security politic is an organization-legal and technical document. In this document it is necessary to note responsible persons for company security functioning, organization of access authorization of new staff and there dismissing, rules of delimitation of agents to information resources, organization of mode passing, using ant virus programs.  During the drafting of this document it is necessary to base on Principe of rational adequacy, which means that inputs for providing a security must be less then value of potential damage because of its loss.

Significant attention in security politic goes to question of information security providing with it’s processing in authorization systems: off-line working computers and local networks. It is necessary to define the way of protecting of servers, reroutes and other network devices, order of removable-media drive using, its marking, storage, order of changes insertion to software.

Companies must pay more attention to its information resources connection to Internet. This question in security politic should be placed in individual section.
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Fig.1 The structure of information leakage channels
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Fig.2 detailed structure of company security politic organization.

Estimation of information security must do companies, which work with security audit. There are two estimation approaches. The first approach is estimation of security on quality level. Consultant, who gives estimation, advances his opinion about company’s work and gives a recommendation for noted defects elimination. The second approach security estimation is on quantitative level. Standard ISO 17799 allow getting quantitative estimation of complex security company [3]. This process is so formalized that software, which allow estimating level of security in company by itself, is exist.

The second figure is an example of a detailed structure of company security politic organization.

III. CONCLUSIONS
Complex approach, system renewal, effective control on security politic realization is necessary for creating and functioning inside information security system.

Otherwise all technical tricks in the field of security providing can be useless for organization of necessary control.
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